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Abstract: This paper proposes an additive watermarking method by using an optimization technique which make use of singular value 
decomposition (SVD) and makes use of  Particle swarm optimization in discrete wavelet domain to enhance the watermarking scheme.SVD 
based watermarking Is done to provide high capacity. In order to improve the quality of images and to achieve the imperceptibility without 
losing robustness, an optimal scheme for embedding the secret message derived from PSO. Meanwhile PSO as a popular optimization technique 
and has been used as a method to balance the imperceptibility and robustness it is because PSO serves the weighting factor inside of embedding 
process. The proposed technique takes an advantage of Arnold transformations that provide security after successful watermark extraction.DWT 
is applied on the original image and the value of scaling factors to insert the watermark are obtained using PSO. Result comparisons shows that 
this algorithm proposed outperforms the additive work as compared to the existing algorithm. 
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1. INTRODUCTION 
 
Communication and multimedia technology are developing 
which further increases the number of services offered in 
digital form. Due to the unrestricted use of internet it 
becomes quite easy to create, copy the digital data and help 
in transmission. It seems very convenient while exchanging 
the information but this ease comes with the challenging 
problem of dissemination of copyrighted material. The data 
of some owner may be duplicated and distributed 
unrestrictedly and illegally. This security issue led to the 
emergence of digital watermarking. M. Arnold et al. (1995) 
[1] In watermarking a digital data is introduced into the data 
to be authorized to prevent the users from illegal 
distribution. This embedded data is usually the authors’ 
name, company name or any such information that is related 
to the legal users of the data. The owner can claim his data if 
required as the data would contain his signature. Analog 
data is considered superior to digital data. Basically all the 
services are provided in the digital form to prevent 
duplication of data. Kaveh Ahmadi et al. (2000) [2] This 
paper discussed the method of compressing the which helps 
in reducing the cost of transmitting the data. In the various 
applications where personal information needs to be 
protected, It reduces the probability of handling ore channels 
for communication. D. C. Lou, H.K. Tso et al. (2001) [3] 
After digital media came to existence security over the 
internet was provided using encryption technique. Different 
protection methodologies were used but still data was 
accessed by many authorized users by using hacking or 
cracking Lin,W. H.Wang et al. (2003) [4] Digital image 
watermarking helps in providing protection to the 
copyrighted data by hiding the necessary details. The 
copyright encroachment process lead to many problems to 
the real owner of the content. So to prevent the unauthorized 
access watermarking was practiced. Tian, Yuan, et al. 
(2003) [5] To deal with the problem that watermark is 
recognized by the attacker, more number of coefficient 
values  are needed and the coefficient values which 

constitute in making block system can be selected randomly. 
It is taken into consideration that the watermark does not 
lose its robustness .Watermarking system makes use of 
various requirements to make a balance between the 
robustness and imperceptibility and enhance the quality of 
the image. K. Hameed et al. (2004) [7] This paper presents a 
method that works in discrete wavelet transform and is 
adaptive in nature. It also makes use of human visual system 
to produce a good quality image by determining the 
characteristics of the image. Evolutionary algorithm along 
with random permutations are used to provide 
randomization. The matrix of the original watermark gets 
disordered which protects the data. Digital media introduced 
the concept of watermark in the whole world. Firstly peer to 
peer communication was used for transferring data but no 
security was used. O.M.Al-Qershi et al.(2006) [9]. It 
represents the watermarking method that makes use of fixed 
size blocks and the permutations are unable to detect which 
coefficients are used to construct the block and it makes use 
of only sub band. But with this result the major difference 
between binary watermarks is easily recognized by the 
attackers as limited blocks are used in the sub band, and 
hence leads to destruction of the watermark. O.M.Al-Qershi 
et al.(2006) [10]. It represents the watermarking method that 
makes use of fixed size blocks and the permutations are 
unable to detect which coefficients are used to construct the 
block and it makes use of only sub band. B. A. Thomas and 
J. J. Rodriguez et al. (2007) [11] Digital watermarking 
which are based on blocks is discussed proposed and 
discrete wavelet domain is used. It gives the difference 
between the greatest coefficients and further helps in 
distinguishing the bipolar watermark. Liu, Shao-Hui, et al. 
(2007)[12] A semi fragile watermarking algorithm is used to 
develop a good watermarking scheme. Logistic mapping is 
used to generate the chaotic signals with which original 
watermark can be scrambled. Integer wavelet transform 
(IWT) can be used to decompose the image into sub bands. 
Afterwards SVD is applied and singular values are modified 
to embed the watermark The specifications necessary for the 
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watermarking algorithm are transparency, robustness and 
security J. Kennedy et al. (2007) [13]. But with this result 
the major difference between binary watermarks is easily 
recognized by the attackers as limited blocks are used in the 
sub band, and hence leads to destruction of the watermark. 
In other words, M. Al-khassaweneh et al. (2008) [14], to 
perform robust watermarking there is a need to sacrifice the 
quality of image.  Different methods are available to hide 
the data .Among them more attention is achieved by multi 
resolution-based methods. This method produces images 
with better quality Watermarking is a process that deals with 
hiding the necessary information related to the owner of and 
the  contents as well V. Aslantas et al.(2008)[15].  
Tao, J.M. Zain et al. (2010) [22] To increase the robustness 
and control transparency, quantization needs to be increased 
while embedding the information. A new algorithm, particle 
swarm optimization (PSO) was used to provide 
watermarking .Scaling factors values that are needed to 
embed the watermark are calculating using this algorithm 
.Its main objective is to searches in the space area to find the 
optimal solution. AhmadY.Javaid et al. (2015) [5, 9 ] A new 
hybrid watermarking algorithm was proposed that makes 
use of GA and PSO. These are basically used to find the 
optimal /best value of strong protection and imperceptibility. 
In a block to search for DCT coefficients in a single block 
PSO is used. It further fulfills the requirements to provide 
optimization. It is the best method to embed the watermark 
and provides a balance between the robustness and 
imperceptibility and helps to maintain   the image quality. 
Gupta et al.(2012) [27]. In order to achieve high robustness, 
scaling factor should be selected in an optimal manner. 
Scaling factor is selected with the help of Particle Swarm 
Optimization. The performance of watermarking is 
enhanced by using PSO and SVD together rather than using 
SVD alone. This combination helps to provide protection 
against different attacks.  Kaveh  Ahmadi, Ahmad (2015) 
[29]. 
 
2.  RELATED WORK 
 
A.    Singular Value Decomposition (SVD) 
For a given matrix SVD can be expressed as: Let W is a 
matrix that is to be decomposed and the decomposition is 
given   as 𝑊𝑊 = 𝑋𝑋𝑋𝑋𝑋𝑋′P

                                                                                      (1)
Where W is a m× n matrix and n≥m. where X def ined as a 
orthogonal matrix and columns of this matrix are known as 
singular vectors that are left aligned. Y is a diagonal matrix 
where the elements of this matrix are known as singular 
values that have a positive value Z

                                                                                                                                                                                                                   

 

𝑅𝑅1  ≥ 𝑅𝑅2 ≥  𝑅𝑅3  ≥  𝑅𝑅𝑟𝑟+1 = 𝑅𝑅𝑟𝑟+2 = 𝑅𝑅𝑛𝑛 = 0        (2)                                                                                      

is a matrix whose 
elements are orthogonally arranged [19]. If rank of matrix 
W=r than R satisfies  

 
Where R determines the diagonal elements of the matrix I.   
Different image processing applications image compression 
methods makes use of SVD. Algebraic expressions and 
image expressions can be solved by using this[8].It can get 
help in getting new representations by forming sub linear 
matrices of a given matrix. Generally a given matrix is 
decomposed into product of three sub matrices. 
Decomposed matrices are multiplied together to obtain the 
original matrix. The main use of SVD in calculating the 

principal components of the watermark that are used to 
insert the watermark [5, 12 ].  
Intrinsic properties of an image can be efficiently 
represented using SVD and the singular value obtained can 
help in determining the image brightness with the help of 
singular values. Singular vectors give the mathematical 
characteristics of an image [16]. Singular vectors give the 
mathematical characteristics of an image. Singular   values 
obtained can be varied to achieve better watermarking. 
Matrices obtained are of different size and can be of 
different shapes such as rectangle or a square. During a 
image is processed the singular values are affected which 
further provides protection against different attacks [19, 26].                          
 
B.     Discrete Wavelet Transformation (DWT)  
In the watermarking process major issue is to resolve the 
trade-off between the strong protection and imperceptibility. 
By increasing the design strength value of the watermark 
that are to be embedded the robustness can be enhanced. It 
will further lead to increase in the visible distortion [3, 4]. 
DWT’s coefficients magnitude value is greatest in lower 
bands (LL) and lower for other three bands (HH, LH, HL). 
Efficiency of the wavelet coefficients increases as the 
magnitude increases. The frequency at which the host image 
is spread in the spatial localization is easily determined with 
the help of DWT [17, 18]. At same time spread of frequency 
and localization of spatial domain in the host is provided by 
the DWT. It is generally preferred over all other domains 
[19, 20]. The main concept of DWT is decomposing an 
original image into different sub images which consists of 
different spatial domain. The available images get 
decomposed into three different directions [24, 26]. In 
watermarking process DWT technique is mostly used. 
Wavelet filters are generally used to perform image 
transformation. When DWT is practiced on the original 
image in the embedding process as a result four bands are 
obtained (LL,HH,HL,LH).Further LL band is subdivided 
into smaller regions  and depending  on the principal 
comments size of the regions is decided. Inverse DWT is 
applied to get the watermarked image [28, 29]. Shift 
invariance is not provided by DWT because its bands get 
down sampled. So overcome this problem RDWT is used 
[30]. 
 

 
Figure 1.   Working in Discrete Wavelet Transform 
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       Figure  2.  Results obtained after applying DWT on 
the image cameraman. 
 
C. Arnold Transformations 

The concept of Arnold transformations is mainly 
introduced to provide security to the watermark even after 
successful watermark extraction. It includes providing 
randomization to the pixels of the matrix.  Arnold 
transformation is based on iteration process and is the most 
efficient method to provide randomization to the elements 
present in an array. 

 A unique key can be used to reverse the whole process [5, 
14].It helps in providing authentication to the users and 
prevents unauthorized access of the watermark. It helps in 
increasing the imperceptibility of the Water marked image 
that is recovered [15, 16].If we apply transformation on a 
point (p, q) in the unit square it will change to a another new 
point (p ', q ') that is represented as: 

 
�𝑋𝑋′𝑌𝑌′�=�

1 1
1 2� �

𝑋𝑋
𝑌𝑌� (𝑚𝑚𝑚𝑚𝑚𝑚 1)                                            (3)    

                                                                                                         
   

Figure  3.   Distribution of image coordination 

 
Table   I.   Arnold scrambling algorithm cycle 

 
Size of image (N) 

 
Cycle of scrambling(T)        Size 
of image(N) 
 

  
Cycle of image(T) 

3             4                                    25         500 
4             3                                    320         240 
5             12                                  64          490 
6             10                                  100          150    
7              8                                   120          60.      

 
The transformation of this type is known as Arnold scrambling 

with two dimensional. To specifically use it as a digital image, 
there is a need to alter the two dimensional Arnold scrambling with 
mod 1 to: 

�𝑋𝑋′𝑌𝑌 ′� = �1 1
1 2� �𝑋𝑋𝑦𝑦� (𝑚𝑚𝑚𝑚𝑚𝑚 𝑛𝑛)                                                     (4)                                                                                                                                                                                          

 𝑃𝑃𝑥𝑥𝑥𝑥𝑛𝑛+1 = 𝐴𝐴𝑃𝑃𝑥𝑥𝑥𝑥𝑛𝑛  (𝑚𝑚𝑚𝑚𝑚𝑚 𝑁𝑁)                                                              (5) 
   𝑃𝑃𝑥𝑥𝑥𝑥𝑛𝑛 = (𝑥𝑥, 𝑦𝑦)′                                                                                (6)                                       

                                                                                                                                                                                          
Where n represents the number of iterations, which are 

denoted by n = 0, 1, 2....Image information such as gray 
value of the image. It further includes transplantation of the 
discrete lattice with the replacement of the discrete lattice 
for transplantation; a new image is produced after all the 
points are transverse [26]. 

 
D.   Watermarking Scheme 
Digital watermarking which is a special type of 

steganography is often used. It aims to solve the limited 
issues of copyright ownership. Applications include 
ownership identification, broadcast monitoring, access 
control, authentication and tamper proof, and enhancement 
of legacy systems. Watermarking is also related to image 
cryptography [9] which is , shuffling of bits so that 
decoding the original image becomes a difficult task. 

Watermark referred to the information which is to be 
attached in the image. The whole process of attachment is 
known as watermarking. To protect copyrights watermarks 
are embedded. Hence hackers attempt to remove the 
watermark to copy or distribute images illegally [10,18]. 
Hacking attempts are attacks. The attacks can be ethical or 
unethical. There can be ethical hackers who try to identify 
the loopholes in a method and unethical hackers with 
malicious intent. The attacks can partially or totally corrupt 
the watermark data [21]. 

 
(a) Insertion of watermark: Inserting watermark works 

in two modes. In the first mode a secret key is chosen and 
the watermark to be inserted is scrambled using Arnold 
transformations.SVD is performed on the transformed image 
which helps in calculating the principal components. In the 
second mode, DWT is done on the host image and grouping 
is done in LL band and SVD is done [22]. After these two 
modes are combined so that the singular values obtained can 
be modified using the principal components generated using 
the principal components generated using SVD. At last 
inverse DWT and SVD is done to get the watermarked 
image [23, 25]. 

 

 
 

            

        
         (p ,q) 

    p 

q 

Datum point 



Prabhjot Kaur Bal et al, International Journal of Advanced Research in Computer Science, 8 (5), May-June 2017,2380-2391 

© 2015-19, IJARCS All Rights Reserved                      2383 

               
Figure 4. Process of watermark insertion 

 
  

(b) Optimization of scaling factors: How good 
imperceptibility is achieved and the degree of robustness of 

a watermark can be determined using the values of scaling 
factors can help in getting higher imperceptibility.               

                                                                                                      

 
Figure  5.  Process of optimization of scaling factors 

 
but robustness decreases and larger values of scaling factors 
gives lesser imperceptibility but good robustness[6,10]. 
There is a need to maintain a balance between 
imperceptibility and robustness to get better optimistic 

values. A scaling factor α is used which helps to maintain 
balance. 

(c)  Extraction of watermark: The image obtained after 
applying watermark and on the host image 1 level DWT is 
performed and the LL bands are separated. Grouping is 
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performed in the LL bands and SVD is applied to calculate 
the principal components. Watermark is obtained and the 
inverse transformations are applied to get the watermarked 
image [4, 5].Inverse Arnold transfor-mations are applied to 
get the watermark image. Watermark is attached in the 

principal components so that this technique becomes free 
from errors. The principal components helps in the 
extraction of watermark . Original watermark is obtained at 
the last. 

  

 
Figure   6. Process of watermark extraction 

 
E.    Artificial Bee Colony (ABC) 
ABC algo is a type of algo that is based on heuristic method 
and work is carried out by the swarms. The idea to develop 
this algorithm was taken from the behaviour of honey bees 
[16, 17]. This algo consists of three important elements 
named as: employed bees, onlooker bees and the scout bees. 
The employed bees and the unemployed bees are considered 
as the main first listed two elements, where as the third 
element consists of rich food source in the hive. The 
behaviour of all kind of bees is discussed in the algorithm 
[20]. To depict the behaviour of these bees is necessary to 
provide self organization and intelligence in collective 
manner: Negative feedback is given by those bees which has 
poor food source [28]. The first two types of bees occupies 
their own space in their colony. The role of employed bees 
is to search for new solutions. The value of employed bees 
is same as to the number of solutions available. The 
onlookers bees selects the best food source available to it 
and the scouts bees randomly search for the new food 
sources that can be obtained. As far as optimization concept 
is considered the number of solutions, is same as the number 
of solutions available for the problem in the total population 
[13, 14]. The nectar quality present in a food source 
determines the fitness cost associated with every solution. 
The nectar information is read by the employed bees and 
then shared with the waiting bees in the hive. When the 
cycle of information sharing gets completed, the employed 
bee returns back to the food source [22]. When the last stage 

is reached, the onlooker bees make use of the bio data 
obtained from the employed bees and select the food source. 
The food source with larger nectar quality has greater 
probability to get selected. The scout bees randomly develop 
a new solutions. The Accelerated coefficients and weights 
that are initially assigned helps to provide quick and 
convergence in an easy manner. performance is decided on 
the basis of work that is allocated to the scout bees and the 
selection procedure selected to decide the roulette [30].  
 
F.   Particle Swarm Optimization (PSO) 

Particle swarm optimization is a type of computing 
model which was developed by Kennedy and Eberhart 
(1995) [1]. The applicants that participate in this are known 
as particles and the total number of particles is named as 
swarm. Basically, the algorithms that constitute particular 
swarms can be implemented simply and no criterion is 
required by them to decide for the functions that need to be 
optimized. The inspiration to these methods is obtained by 
The motion based behaviour of the different birds that fly 
[23, 25] each particle constitutes its own memory which is 
concerned with the best possible position occupied by them 
𝑝𝑝𝑖𝑖𝑖𝑖𝑏𝑏𝑏𝑏𝑏𝑏𝑏𝑏   The number of visits they perform and the 
communication capacity to convey information with their  
neighbours and to determine  the global best position 
𝑝𝑝𝑔𝑔𝑔𝑔𝑔𝑔𝑏𝑏𝑏𝑏𝑏𝑏𝑏𝑏 from all the possible best positions[25]. This 
characterization is done at time moment t decided by a  
place position  𝑝𝑝𝑖𝑖𝑖𝑖  and the velocity value 𝑣𝑣𝑖𝑖𝑖𝑖 .This  
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algorithm works in iterations from one iteration to another 
by following the below given equations where 

 
𝑉𝑉𝑖𝑖𝑖𝑖𝑛𝑛𝑛𝑛𝑛𝑛 = 𝑤𝑤 × 𝑣𝑣𝑖𝑖𝑖𝑖    

𝑝𝑝𝑝𝑝𝑝𝑝 + 𝑐𝑐1 × 𝑟𝑟𝑟𝑟𝑟𝑟𝑟𝑟( )�𝑝𝑝𝑖𝑖𝑖𝑖𝑏𝑏𝑏𝑏𝑏𝑏𝑏𝑏 − 𝑥𝑥𝑖𝑖𝑖𝑖  � + 𝑐𝑐2  ×
𝑟𝑟𝑟𝑟𝑟𝑟𝑟𝑟() × (𝑝𝑝𝑔𝑔𝑔𝑔𝑔𝑔𝑏𝑏𝑏𝑏𝑏𝑏𝑏𝑏 − 𝑥𝑥𝑖𝑖𝑖𝑖  )                                                   (7) 
 
𝑝𝑝𝑖𝑖𝑖𝑖     
𝑛𝑛𝑛𝑛𝑛𝑛 = 𝑝𝑝𝑖𝑖𝑖𝑖

𝑝𝑝𝑝𝑝𝑝𝑝 + 𝑣𝑣𝑖𝑖𝑖𝑖𝑛𝑛𝑛𝑛𝑛𝑛                                                         (8)                                                                                
 
Where 
 
-𝑣𝑣𝑖𝑖𝑖𝑖  : the velocity of particle in the search space area and is 
limited by the values   [Vmin, Vmax]. Vmin and Vmax 
are, respectively, the one step moving distance. 
- 𝑝𝑝𝑖𝑖𝑖𝑖  :  It decides the position occupied by the ith particle. 
 
- 𝑝𝑝𝑖𝑖𝑖𝑖𝑏𝑏𝑏𝑏𝑏𝑏𝑏𝑏  : It indicates the individual’s best position specified 
by particle i. 
 

- 𝑝𝑝𝑔𝑔𝑔𝑔𝑔𝑔𝑏𝑏𝑏𝑏𝑏𝑏𝑏𝑏  : global best position of all the particles is indicated 
by gid th. 
 
 -𝑥𝑥𝑖𝑖𝑖𝑖  :.Each particles current position is given by this 
 
- 𝑟𝑟𝑟𝑟𝑟𝑟𝑟𝑟() : It is a random function whose values lie in 
between between 0 and 1. 
 
- 𝑤𝑤: It determines the inertial weight allocated. 
 
- 𝑐𝑐1 and 𝑐𝑐2 are the arbitrary constants used. 
  

Each particles new velocity is calculated by using 
Eq.(1).It generally requires the previous velocity of the 
particle the relationship addressed distance of the  present 
position of the particle and the  local and global optimal 
position of particles[29,30]. Afterwards the particle’s 
position  is changed .  

 
 

 
Figure  7. Displacement of particles in PSO 

 
3. PROPOSED METHODOLOGY 
 
A new watermarking technique whose work is carried in the 
discrete wavelet transform (DWT) in combination with 
particle swarm optimization (PSO) and GA based SVD is 
represented to provide better security. The watermark 
scrambling is done by using the Arnold transform to protect 
watermark further. Arnold transform will change the 
watermark in such a way that it becomes meaningless for 
the hackers or crackers. The use of hybrid particle swarm 
optimization and GA based SVD will enhance the speed and 
security of the watermarking technique further. The 
flowchart of the proposed methodology is shown below. The 
below given steps are followed in the proposed 
methodology 
 

(a) Discrete Wavelet Transform is applied on the cover 
image 

Applying DWT coverts the input image into 4 bands LL, 
HL, LH, HH. Transform domain DWT is generally 

preferred to be used as shows more robustness against 
different attacks. So in the watermarking schemes DWT 
schemes becomes the first choice. It further helps in 
increasing imperceptibility. 

  
(b)  Select the watermark to be inserted 

Applying watermark on the cover image helps in   
detecting the rightful ownership of particular data or     
images. Two types of watermark can be used for insertion 
i.e. Visible or Invisible watermark. It further provides 
protection to the copyrighted images and enhances the 
security 
 

(c) Initialize the algorithms ie. Particle swarm 
optimization (PSO) and   the Genetic Algorithm 

Main role of PSO is to obtain the value of the scaling 
factors. The scaling factor helps in inserting the principal 
components of the watermark. This type of insertion helps 
in making the scheme free from the false + error. The 
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hybridization of swarm intelligence can help in obtaining 
the optimistic values. 
 
  

 

 
Figure  8.  The flowchart of proposed methodology 

 
d) Apply Singular value decomposition (SVD) on the 

cover and watermark image 
Watermarks principal components that are to be of 

applied is calculated by applying SVD on the host and 
watermark image. It helps in finding the authentication of 
the user. It further provides protection against different 
attacks. 

 
(e)  Apply inverse SVD and DWT 

This step is basically performed to obtain the cover 
image back in its original shape. 

 
4. RESULTS AND DISCUSSIONS 
 
The proposed technique is tested on different  images like 
peppers _gray, jet plane, corridor, house, Boat and many 
medical images are used. The host image is of size 
500×500.W1 and W2 which are grey scaled images of size 

130×130 are used as watermark to be embedded. The cover 
and watermark images are shown in fig 7.To depict the 
similarity between the cover and watermarked signature 
used MSE, BER are used to show the comparison. Different 
attacks are applied on the cover and watermark image and 
results are find out. 

 
 
                  

          
 
 

Figure9. Cover and watermark images used (a) jet plane 
(b) House (c) Pepper (d) corridor(e) boat (f) x ray  chest 

(g)W1 (h) W2 
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Table II.PSNR (db) Results for the proposed technique as compared with existing technique 

Host image PSNR(db) 
Existing Values 

W1                     W2 

 
Proposed Values 
W1              W2 

Jet plane 50.6132         50.6134 76.3724          76.3725 
Pepper_gray 51.0642          51.0650 75.8670          75.8671 

Corridor 52.0146          52.0146 74.4386          76.4386 
Xray chest 53.4435          53.4437 76.0957          76.0960 

           House  52.0136          52.0138                    77.0959            77.0957 

 
 

 

Table III.MSE (db) Results for the proposed technique as compared with existing technique 

Host image MSE(db) 
Existing Values 
W1               W2 

 
 Proposed   Value 

W1           W2 
Jet plane 0.2033        0.2033 0.0022      0.0022 

Pepper_gray 0.5881         0.5881 0.0013      0.0013 
Corridor 0.4020         0.4020 0.0018      0.0018 

X ray chest 0.5993         0.5993 0.0023      0.0023 
House 0.4080         0.4080 0.0015      0.0015 

 
 

  

Table IV.RMSE (db) Results for the proposed  technique as compared with existing technique 
 

Host image RMSE(db) 
Existing Values 

W1                     W2 

 
  Proposed   Values 

W1              W2 
Jet palne   0.5275         0.5275                           0.0330         0.0330 
House  0.7741          0.7741                           0.0484         0.0484   
Pepper 0.6351          0.6351                           0.0397          0.0397  
Lena 0.7055          0.7051                           0.0441          0.0441 

Cameraman 0.6395          0.6395                           0.0400          0.0400 

 
 

 
  

Table V.  BER (db) Results for the proposed technique as compared 
with existing technique 

Host image BER(db) 
Existing Values 
W1               W2 

  
Proposed  Value 

W1           W2 
Jet plane                    0.0186        0.0186  0.0129     0.0129 
House 0.0199         0.0199 0.0134     0.0134 
Pepper 0.0192         0.0192  0.0131     0.0131 
Lena 0.0199         0.0199  0.0133     0.0133  

cameraman 0.0192         0.0192   0.0131    0.0131    
 
    

 
 

Table VI. Robustness comparison of proposed technique with existing values for cover image jet plane using watermark w(1&2) 
Attack existing values 

W1                  W2 
proposed values 

W1                       W2 
Gaussian noise attack 

Average filtering 
                 0.9666          0.9668                                           

0.9243          0.9148 
     0.9872               0.9877 

0.9356              0.9387 
Speckle noise 0.8130           0.8133 0.8208               0.8206 

Sharpening  0.9316           0.9314 0.9410               0.9420 
Without attack 0.9876            0.9875 0.9975               0.9979 

Salt and pepper noise                 0.8789           0.8788 0.8820               0.8825 
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Table VII. Robustness comparison of proposed technique   with existing values for cover image pepper using 
watermark w(1&2) 

 
Attack existing values 

W1                  W2 
proposed values 

  W1                       W2 
Gaussian noise attack 

Average filtering 
                 0.9667        0.9669                                         
                 0.9241         0.9143 

    0.9862                0.9865 
0.9357              0.9358 

Speckle noise                  0.8122         0.8123 0.8210               0.8208 

Sharpening                   0.9311        0.9316 0.9415               0.9416 

Without attack                 0.9873         0.9875 0.9986               0.9987 
Salt and pepper noise                 0.8788         0.8789 0.8813              0.8814 

  
 

 
Figure 9.output host images obtained after applying (a) 
Gaussian filter attack (b) Speckle noise (c) Sharpening (d) 
Salt and pepper noise (e)  without  attack   (f)Average 
filtering 
 
5.  QUANTITATIVE MEASURES 
 
In this section a clear comparison among  the proposed and 
existing technique is represented. Different parameters of 
the digital images are considered to conclude that the new 
proposed technique outperforms the existing technique. 
Table 2 shows the comparison of PSNR values obtained in 
the proposed and existing technique. It is expected that the 
value of PSNR must be maximized. Here PSNR values 
obtained by existing technique are represented by blue 
colour and the values of PSNR obtained by proposed 
technique are represented by red colour. The increase in the 
values depicts that the quality of image is improved. 

 
Figure10 (a).Comparison of PSNR value of proposed 
and existing technique as given in table 2 
 
 

 
 

Figure10 (b).Comparison of PSNR value of proposed 
and existing technique as given in table 2(line) 
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MSE(Mean square error): Figure 6.1 represents the 
quantitative analysis as found by mean square error. As 
MSE is expected to be least, It is clear from the given plot 
that the proposed method has shown a decrease in the value 
of MSE as compared to the existing technique. This 
decrease shows that the goal quality of the image is 
improved. The values of proposed method are represented 
by red colour and the existing method is given by blue 
colour. 

 
Figure 11 (a).Comparison of MSE value of proposed and 

existing technique as given in table 3 
 

 
 
 
Figure 11(b).Comparison of MSE value of proposed and 
existing technique as given in table 3(line) 
 

RMSE: In Table 4 shows the comparative analysis of 
the root mean square error. There is a need to maximize the 
RMSE, so the important concept is to degrade the value of 
RMSE need to be maximized as possible. It is clear from the 

given plot that the proposed method has shown a decrease in 
the value of MSE as compared to the existing technique.  
 

 
 
 
Figure.12 (a).Comparison of RMSE value of proposed 
and existing technique as given in table 4 
 

 
Figure 12 (a).Comparison of RMSE value of proposed 

and existing technique as given in table 4(line) 
 
BER (Bit Error Rate): BER represents the number of bit 
errors encountered in a per unit time. It is a ratio that is 
calculated by dividing the total number of bit errors with the 
total number of bits transmitted bits in the given time 
interval.  
In Table 5shows the comparative analysis of the bit error 
rate. The important concept is to degrade the value of BER 
need to be maximized as possible. It is clear from the given 
plot that the proposed method has shown a decrease in the 
value of BER as compared to the existing technique. 
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Figure 13 (b).Comparison of BER value of proposed and 
existing technique as given in table 5(line) 

 
6. CONCLUSION 
 
In this paper a new SVD based watermarking scheme is 
presented in integration with particle swarm optimization 
using discrete wavelet transform. The concept of DWT is 
introduced and applied over the cover image to provide 
resistance against different types of attacks. Singular value 
decomposition plays an important role in calculating the 
watermark’s principal components that are to be inserted. 
The proposed watermarking scheme shows that particle 
swarm optimization is used which finds the best values of 
the scaling factor and helps to achieve optimization. 
Optimistic values are obtained using hybridization. The 
performance of existing technique ABC is compared with 
the proposed technique PSO. The obtained experimental 

results show that the proposed method gives better 
protection to detect the unauthorized access. The 
quantitative measures such as PSNR, MSE, RMSE, BER 
and different attacks used confirm the superiority of 
proposed technique over existing technique ABC. 
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