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      Abstract- Advanced digital technologies 
have created transmission applications wide accessible over the 
globe. In observe, transmission information is common in 
several forms such text, audio, video, graphic and 
pictures, thus data security becomes main concern 
in information storage and 
transmission. Coding(cryptography) is a technique to make 
sure smart security from unauthorized access in several fields 
like military communication and medical sciences on in 
communication through internet. This paper surveys 
numerous coding techniques on existing work, every one has its 
own deserves and demerits for pictures then tries to counsel the 
long run scope in coding method with some modification keys. 
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I.  INTRODUCTION  
In today's world, security of communication is main concern. 
Communications security is the discipline of preventing 
unauthorized interceptors from accessing telecommunications 
in associate degree intelligible type, whereas still delivering 
content to the supposed recipients.  
 We have studied several ancient approaches 
to encipher the information however in our study we tend 
to consider the image cryptography. With the fast progress 
of net, in recent years, to determine the transmission of pictures, 
extremely reliable and high-speed digital transmission is needed. 
Besides this, net applications got to manage security 
problems. net users exasperate potential security 
threats admire eavesdropping and contraband access. they 
require to be protected and to confirm their privacy [8]. Network 
security and image secret writing has become necessary and 
status problems. 
Most ancient or fashionable cryptosystems are designed to 
safeguard matter knowledge. an artless necessary and 
confidential plain text is regenerate into cipher 
text that's apparently random nonsense. With the assistance of 
those not solely communication through pictures is secure 
the information during which pictures area unit saved. 
Once the cipher text has been made, it's saved in storage or 
transmitted over the network. Upon reception, the cipher 

text is transformed back to the first plaintext by employing 
a cryptography method. However, pictures are completely 
different from text. though we tend to might use the 
normal cryptosystems (such as RSA and DES like 
cryptosystems) to write in code pictures directly, it's not an 
good plan for 2 reasons [6]. One is that the image size is much 
bigger than that of text, that the ancient 
cryptosystems would like a lot of time to directly write in 
code the image knowledge. the opposite drawback is that the 
decrypted text should be capable the first text. However, 
this demand isn't necessary for image; a decrypted image 
containing tiny distortion is suitable thanks to human perception. 
Currently, extensively researched image data 
element technology includes scrambling secret writing akin 
to Arsnold transformation, Zigzag transformation [6], Rubik 
Cube matrix transformation and Hilbert curve transformation, 
etc and hash based(key based) secret writing techniques are 
unit used. 
In this paper, we will study about four different techniques of 
image encryption . each one is good in their way. 
A common technique to uphold image security is cryptography. 
Image and video encryption have applications in varied fields as 
well as internet communication, transmission systems, medical 
imaging, Tele-medicine and military communication. 

II. RELATED TECHNOLOGIES 

A. Tagged Visual Cryptography(2011) 
Ran-Zan Wang and Shuo-Fang Hsu are founder of this 
technique. As we all knows Visual cryptography (VC) 
is Associate in  image-based secret sharing 
method within which the decoding  is done by inspecting 
the superimposed shares   using naked eye without none pc 
computation. The shares generated mistreatment typical VC 
schemes are  noise-like to assure the protected 
secret indecipherable, while those created by extended VC 
schemes are meaningful to further conceal the track of the 
code. A standard characteristic of each ancient VC and extended 
VC schemes within the literature is that one share carries 
no helpful information to users. During this paper, a way to 
endow VC schemes with the ability of displaying tag patterns by 
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folding up one share is planned. The tagging property enriches 
new functions to the target shares. to Illustrate, 
it will show faux message to establish a cheating mechanism to 
unauthorized inspectors, or the tag 
pattern will exhibit distinctive image related to every sharing 
instance, and supply a easy surroundings for users to tell 
apart among and manage to the many shares. 
The planned technique is straightforward and may simply be 
applied to any according VC schemes, 
constructions strategies for the planned TVC supported the 
traditional matrix-based VC and probabilistic-
VC are incontestable during this paper. 

B. A Flexible JPEG2000 Image Encryption 
based on Arithmetic Coding(2007) 

Yang Ou, Won-Young and Kyung Hyune Rhee Lee are the maker 
of this technique who have a proposel to propose a 
versatile JPEG2000 image cryptography based on 
arithmetic writing which mixes both compression 
and cryptography. notably, we have a tendency to randomly add 
a subinterval to the probability  interval in every coding 
step throughout the repetitious method of arithmetic coder. 
The range of this subinterval is flexibly adjusted depending 
on the properties of various applied environments. moreover, our 
approach supports backward compatibility in order 
that AN encryption unaware format-compliant player will play 
the encrypted code stream with none crash. Notably, 
this algorithmic program achieves a very straightforward switch 
between the quality compression model and our joint model. 

C. An Efficient Encryption Algorithm Based 
on Image Reconstruction(2009) 

This technique is devolped by Hai Yu, Zhiliang Zhu and 
Guanrong Chen. 
According to the various characteristics of various bitlevel 
binary pictures, the proposed encryption schemes 
reconstructs the image at the bit level. two components of 
information, the significant  one and also the unimportant one, 
are treated differently and processed singly. Arnold’s Cat map 
and provision map area unit used within the confusion section 
and the logistic map, severally. Simulations and 
cryptanalysis both show that the proposed image cryptography 
scheme is additional economical than the present counterparts at 
a same or maybe somewhat higher level of security. 

D. Matrix based Cryptographic Procedure for 
Efficient Image Encryption(2011) 

Paul A.J, P. Mythili andK. Paulose Jacob have presented brand 
new cryptological algorithmic rule, MASK,using matrix based 
substitution and key scheduling. The matrix-based mapping 

facilitates poly-alphabetic substitution. 
Multiple round operations depending on secret key 
and information values offer adequate diffusion of data values. 
The security of the algorithmic rule is comparable that of AES as 
indicated by encrypted images, their histograms and correlation 
parameters. A basic security analysis has been 
made supported histograms of encrypted images and correlation 
data. The performance take a look at results indicate 
the suitableness of MASK for quick image coding. it's been 
shown that MASK coding is eight folds quicker than AES. 
Additional test and analysis of the algorithmic rule may 
be conducted to search out the suitability of the algorithmic 
rule for audio and video coding. 

III. CONCLUSION 
as we discussed communication security is very big concern.  In 
this paper, we reviewed four different techniques used in image 
cryptography, each having its own mechanism of 
implementation and merits. Users can go through these different 
techniques for enhancing security in image cryptography and 
also be able to get idea to use these techniques for generating 
new technique for image cryptography. 
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